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AUDIT OUTCOME OVERVIEW  
The overview of our findings is detailed below. 

Conclusion: 
We have undertaken a review to follow up on progress made to implement the previously agreed management actions from the following audits: 

• Health and Safety (7.23/24);  

• Victims' Code (9.23/24);  

• Performance and Capability Management (13.23/24); and 

• Select Key IT Security Controls (14.23/24). 

We have considered one low priority, 15 medium priority and two high priority actions agreed within the above reports. We initially agreed to 
review six actions from the Select Key IT Security Controls (14.23/24) report as part of this audit. However, due to the availability of staff and the 
upcoming Information Commissioner's Office audit, we agreed with management that we would not cover four of these actions. 

Taking account of the issues identified in the remainder of the report and in line with our definitions set out in Appendix A, in our opinion the 
Force has demonstrated good progress in implementing agreed management actions.  

Of the actions considered, 16 actions have been fully implemented and two have been superseded. 
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SUMMARY OF PROGRESS ON ACTIONS
The following table includes details of the status of each management action: 

Report  Status of management actions 

 Number of 
actions agreed 

Implemented Partly 
implemented 

Not 
implemented 

Superseded Implemented 
or superseded 

Health and Safety (7.23/24) 1 1 0 0 0 1 

Victims' Code (9.23/24) 7 6 0 0 1 7 

Performance and Capability Management (13.23/24) 8 7 0 0 1 8 

Select Key IT Security Controls (14.23/24) 2 2 0 0 0 2 

Total 18 
(100%) 

16 
(89%) 

0 
(0%) 

0 
(0%) 

2 
(11%) 

18 
100%) 



 

 
  

6 

 
 

Detailed Findings and Actions 

02 



 

7 

FINDINGS AND MANAGEMENT ACTIONS 
Status Detail 

1 The entire action has been fully implemented. 
2 The action has been partly though not yet fully implemented. 
3 The action has not been implemented. 
4 The action has been superseded and is no longer applicable. 
5 The action is not yet due. 

As per the conclusion, all actions have been marked as implemented or superseded and no further actions have been agreed.
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APPENDIX A: DEFINITIONS FOR PROGRESS MADE  
The following opinions are given on the progress made in implementing actions. This opinion relates solely to the implementation of those actions 
followed up and does not reflect an opinion on the entire control environment.  

 

 

Progress in 
implementing actions 

Overall number of 
actions fully 
implemented 

Consideration of high priority 
actions  

Consideration of medium priority 
actions 

Consideration of low priority 
actions 

Good 75% + None outstanding. None outstanding. All low actions outstanding are in the 
process of being implemented. 

Reasonable 51 – 75% None outstanding. 75% of medium actions made are in 
the process of being implemented. 

75% of low actions made are in the 
process of being implemented. 

Little 30 – 50% 
All high actions outstanding are 
in the process of being 
implemented. 

50% of medium actions made are in 
the process of being implemented. 

50% of low actions made are in the 
process of being implemented. 

Poor < 30% 
Unsatisfactory progress has 
been made to implement high 
priority actions. 

Unsatisfactory progress has been 
made to implement medium actions.  

Unsatisfactory progress has been 
made to implement low actions. 
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APPENDIX B: ACTIONS COMPLETED OR SUPERSEDED 
From the testing conducted during this review we have found the following actions to have been fully implemented or superseded.  

Assignment title Details of management action or suggestion  

Management Actions  

Health and Safety 
(7.23/24) 

Status: Implemented 

Given the resource limitations of the Health and Safety Team, the Force will review how it obtains assurance on the completion of actions 
identified in the Health and Safety Inspection and Fire Risk Assessment Reports and also obtains assurance on the safety of drop-in 
buildings. A risk-based approach would be recommended.  

Priority: Medium 

Victims' Code (9.23/24) Status: Implemented 

The Force Victims Lead will work with the developers of Niche to understand how the victim of crime booklet section can be bypassed 
and how this can be rectified. Once this issue has been addressed, the Force will continue to monitor this through the monthly audit 
inspections and ensure the fields are mandatory.  

Priority: Medium 

Victims' Code (9.23/24) Status: Implemented 

The Force will ensure that the victims' code module on Niche is completed for all crimes with a victim. This will be supported through a 
variety of measures: 
• the Power Bi dashboard and Inspectors' audits will continue to be used to identify instances where an officer is not completing the 
victims' code module. 
• any exceptions will be discussed with the relevant officer or staff member to ensure they are aware of their responsibilities. 
• any themes or trends identified will be raised and discussed with the Victim and Witness Group. This includes identifying specific teams 
that are less likely to be completing the victims' code module; and 
• the Force will hold a series of training days to appropriately educate officers and staff. Whilst this will not exclusively cover the victims' 
code module, it will be included.   

Priority: High 
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Assignment title Details of management action or suggestion  
Victims' Code (9.23/24) Status: Implemented 

The Force Victims Lead will work with the Force's Corporate Communications Department to agree a series of internal communications 
to remind officers and staff of their requirement with regards to the Victims' Code. This will include: 
• the requirement to fully complete the victims' code module on Niche; 
• that the victims’ code module should be completed when an officer is the victim; 
• the victim being contacted at the agreed contact frequency; and 
• victims being contacted at the relevant trigger points. 

Priority: High 

Victims' Code (9.23/24) Status: Implemented 

The Force will ensure all officers are recording a proportional contact frequency with victims and that this is adhered to. 
Where officers are not able to contact the victim at the required frequency, appropriate rationale will be documented to explain this. 
As well as contacting victims at the agreed frequency, officers will also ensure contact is made at each of the agreed trigger points (such 
as arrest and charge). 
This action will be supported by the measures identified in management action two and three (579, 580). 

Priority: Medium 

Victims' Code (9.23/24) Status: Implemented 

The Force will work with the developers of Niche to identify any potential opportunities for recording data regarding the victim personal 
statement (VPS). In particular, this will be reviewed alongside the upcoming KPIs to ensure any options are in line with proposed 
performance metrics. 

Priority: Low 

Victims' Code (9.23/24) 

 

Status: Implemented 

The Witness Care Unit will ensure victims are contacted in a timely manner after each of the relevant stages within the court process. 
This will include consideration for victims that may require enhanced needs. 
As well as this, the new monitoring form will be introduced to better track performance metrics and ensure the correct details are 
recorded. 

Priority: Medium 



 
 

12 
 

Assignment title Details of management action or suggestion  

Victims' Code (9.23/24) Status: Superseded 

The Force will ensure that victim needs assessments are completed and that this is done so in a timely manner. 
Officers will also be reminded of the importance of identifying whether the victim is entitled to enhanced needs and ensuring an initial 
update is provided within 24 hours. 
This action will be supported by the measures identified in management actions two and three (579,580). 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 

A register of pre-induction whereby officers are required to sign in will be retained.  
Documentation, including declarations, will be signed in a timely manner, scanned and sent to the HR Team for storage. 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Superseded  
We will review the PDR system in place and consider how to improve the data integrity of PDR completion, ensuring that it is fit for 
purpose and allows mitigating controls to be implemented to identify the failures in the system. 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 

The results of this audit will be presented to an appropriate Board to ensure they have oversight of the findings and agree a way forward 
to ensure the wider Force are embedding the PDR process and to highlight the importance of why the PDR process should be 
completed. 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 

The Force will consider the quality of SMART objectives within the e-PDR system and based on the findings escalate to the Strategic 
Workforce Planning Board. 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 
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Assignment title Details of management action or suggestion  
The Force will have a Force-wide roll out plan of performance and potential calibration ensuring consistency and fairness of performance 
and potential ratings.  

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 

The Force will develop guidance outlining the process if an officer’s overall end of year rating falls below 4, with suggestions on how to 
support and resolve underperformance. 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 

All live UPP cases will be reviewed against the defined policy and procedure to assess whether they are completed as required.  
Where identification of incorrect procedures being followed, officers will be provided training on the UPP process. 

Priority: Medium 

Performance and 
Capability Management 
(13.23/24) 

Status: Implemented 

The Strategic Workforce Planning Board will undertake an annual review of the PDR process to identify lessons learnt and to ensure the 
current process is effective and identify development areas. 
The Force will review the current process, system, and the integration of both to understand where there are opportunities to develop and 
identify any lessons to be learned.  

Priority: Medium 

Select Key IT Security 
Controls (14.23/24) 

Status: Implemented 

Management will ensure that processes for third-party access control have been documented.  

Priority: Medium 

Select Key IT Security 
Controls (14.23/24) 

Status: Implemented 

Management will include vulnerability scanning processes within the ICT Infrastructure Information Security Expectations document.  

Priority: Medium 
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We are committed to delivering an excellent client experience every time we work with you. If you have any comments or suggestions on the quality of our service 
and would be happy to complete a short feedback questionnaire, please contact your RSM client manager or email admin.south.rm@rsmuk.com.  
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rsmuk.com 
The matters raised in this report are only those which came to our attention during the course of our review and are not necessarily a comprehensive statement of all 
the weaknesses that exist or all improvements that might be made. Actions for improvements should be assessed by you for their full impact.  This report, or our 
work, should not be taken as a substitute for management’s responsibilities for the application of sound commercial practices. We emphasise that the responsibility 
for a sound system of internal controls rests with management and our work should not be relied upon to identify all strengths and weaknesses that may 
exist.  Neither should our work be relied upon to identify all circumstances of fraud and irregularity should there be any. 
 
Our report is prepared solely for the confidential use of The Police and Crime Commissioner for Cleveland and the Chief Constable of Cleveland, and solely for 
the purposes set out herein. This report should not therefore be regarded as suitable to be used or relied on by any other party wishing to acquire any rights from 
RSM UK Risk Assurance Services LLP for any purpose or in any context. Any third party which obtains access to this report or a copy and chooses to rely on it (or 
any part of it) will do so at its own risk. To the fullest extent permitted by law, RSM UK Risk Assurance Services LLP will accept no responsibility or liability in respect 
of this report to any other party and shall not be liable for any loss, damage or expense of whatsoever nature which is caused by any person’s reliance on 
representations in this report. 
 
This report is released to you on the basis that it shall not be copied, referred to or disclosed, in whole or in part (save as otherwise permitted by agreed written 
terms), without our prior written consent. 
 
We have no responsibility to update this report for events and circumstances occurring after the date of this report.  
RSM UK Risk Assurance Services LLP is a limited liability partnership registered in England and Wales no. OC389499 at 6th floor, 25 Farringdon Street, London 
EC4A 4AB. 
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